
Exchange Online ATP

As an add-on to your Microsoft O365 email platform, Exchange Online 
Advanced Threat Protection (ATP) protects your mailboxes against new, 
sophisticated attacks in real-time. By shielding against unsafe 
attachments and expanding defenses against malicious links, spam and 
malware, the solution provides your business with better zero-day 
protection. 
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What is Exchange Online 
ATP?

How does Exchange 
Online ATP work?

Because it’s vital to provide email protection that goes beyond just 
blocking spam and avoiding IP address blacklisting. In fact,            of 
security breaches involve email. 

Why is this tool essential 
for today's digital 
landscape?

96%

https://enterprise.verizon.com/resources/reports/DBIR_2018_Report_execsummary.pdf
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What are the features of 
Exchange Online ATP?

Safe Attachments: protects against unsafe attachments by scanning them 
for malware, viruses and more before they reach your inbox. If they are 
deemed unsafe, or are taking too long to scan, they will be removed. 
 
 
Safe Hyperlinks: prevents users from navigating to unsafe links by 
identifying the type of link before opened. Links that are deemed malicious 
or blocked open a warning page. 
 
 
Spam Quarantine: blocks users from receiving spam and bulk emails. It 
quarantines these emails and provides you with the option to contact 
Microsoft for analysis and, depending on the results, adjusts the anti-spam 
filter rules to allow the message through 


